ACCESSTECHNOLOGY

GuardPoint1l0 Prerequisites

Introduction

GuardPoint10 is a software running on a server / client architecture.

The GuardPoint10 server runs with a local SQL Express 2016 database by default, but in the next version it may work
with any other SQL Server.

The GuardPoint10 installation process is simple and straightforward as long as the environmental prerequisites are in
place.

From the GuardPoint10 setup, the application may be installed either in server mode or in client mode.

System requirements

ServerInstallation on Host Server Minimum Requirement adapted for medium sized installations

Processor Intel Xeon E3-1270v5, 3.60GHz, 4 Cores, 8MB Cache or compatible
Memory 8GB RAM
Hard drive Solid State Drive (55D) with 20Go of free space
Graphics hardware Graphics device and monitor are not necessary if the GUI is notused
Network Interface Card | Ethernetadapter capable of at least 100Mbit throughput
Operating system Microsoft Windows Server 2012 R2 or later
Available TCP port 7654,4567,4568, 8765,5678,5679, 49999
Server or Client on Workstation Minimum Requirement adapted for medium sized installations
Processor Intel Core i7-6700, 3.4GHz, 4 Cores, 8MB SmartCache or compatible
Memory 8GB RAM
Hard drive Solid State Drive (S5D) with 20Go of free space
Graphics hardware Graphics device and monitor capable of Full HD (1920 x 1080) or higher
MNetwork Interface Card | Ethernetadapter capable of at least 100Mbit throughput
Operating system Microsoft Windows 8.1 or higher Professional 64 Bits
Available TCP ports Server: 7654, 4567,4568,8765,5678,5679, 49999
Client: 4568,5679
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Note: To support the Visitor module, available on http://[SERVER NAME]/Visitors/, the 1IS MUST be set on the Server
machine BEFORE installing Amadeus 8, see the IS (Internet Information Services) installation chapter below. We rec-
ommend to use the Visitor Module with Chrome.

Web Visitor Client on Workstation Minimum Requirement
Graphics hardware Graphics device and monitor capable of Full HD (1920 x 1080) or higher
Network Interface Card | Ethernetadapter capable of at least 100Mbit throughput
Browser Lastversion of Chrome
SQL Server Minimum Requirement
Version | MS SQL Server 2012 or later |

For information, if McAfee Antivirus is installed on the computer, you MUST turn off the Real-Time Scanning and the fire-
wall via McAfee LiveSafe interface before launching the GuardPoint10 setup.
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IIS (Internet Information Services) installation

The IS is required to support the GuardPoint10 Visitor website.

Ideally, IIS should be configured BEFORE GuardPoint10 is installed (see below).

When the IIS is configured before GuardPoint10 is installed, a default Visitor application is automatically added
to the IIS during the GuardPoint10 installation.

If you’ve installed GuardPoint10 before configuring IIS, you will have to configure the IIS and then manually
add the Visitor application to the IIS (see the attached document).

In the Windows Start menu’s search field, type Turn Windows Features On or Off.

In the search results list, click Turn Windows Features On or Off. The Turn Windows Features On or Off window
is displayed.

In the Turn Windows Features On or Off tree, navigate to

Internet Information Services / World Wide Web Services / Application Development Features.

Select all of the ASP.NET version checkboxes under Application Development Features. When you do this,
more checkboxes will be automatically selected, do not uncheck these other checkboxes.
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Under Common HTTP Feature, make sure that the Static Content checkbox is checked.

Click OK.
After the Configuration is complete, you can continue with the GuardPoint10 installation.

If GuardPoint10 has already been installed, manually add the Visitor application to the IIS (see the attached document).
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